
Прямий запит від роботодавця ІТ-компанії ІТР.

Компанія ITP впроваджує комплексні ІТ-проекти і надає послуги
стратегічного аутсорсингу ІТ-функції для розвитку бізнесу. Глибокий
досвід, використання кращих практик, інноваційних технологій та
конкурентне розташування центрів експертизи допомагають нашим
клієнтам підвищувати свою ефективність.

Компанія ITPшукає Intern Security Analyst

Our partner is a technology enabled managed services company dedicated to

redefining what it means to support mission critical enterprise workloads. We are

currently seeking an Intern Security Analyst to work within our Security &

Operations (S&O) team on impactful project-based initiatives as well as day to day

support of the organization. As a detail-oriented professional who is fanatical about

building and supporting industry leading solutions, you take pride in your work and

share your knowledge openly and enthusiastically. You possess exceptional

communication and interpersonal skills and just like us, you put a premium on

collaboration, inclusion, imagination, and dedication.

The successful candidate will have the ability and desire to:

⮚ Engage with our partners to develop new solutions for the management of

our client environments using the latest proven technologies;

⮚ Continuously review and improve the security posture of all applicable

environments;

⮚ Thoroughly document solutions and workflows;

⮚ Work with leadership to establish formal processes and controls;



⮚ Work closely with our developers to ensure the consistent delivery of industry

leading application management solutions;

⮚ Add to and encourage a positive and motivated culture throughout the

organization.

We are on an aggressive growth trajectory and are dedicated to meeting the

opportunity this provides to build a people-centric organization that fosters balance

and mindful engagement with endless opportunities for our employee’s growth. In

other words: We want to grow and will do so rapidly, but we will also grow

sustainably.

If any of the above resonates we encourage you to be in touch!

Responsibilities:

· Work with Security & Operations leadership and a small team of analysts and

engineers to develop strategies and plans to ensure the enforcement and

compliance of security related processes, procedures, and associated requirements

· Develop and provide reports to S&O leadership along with other key stakeholders

regarding Key Performance Indicators on risks, vulnerabilities, and any

noncompliance of security policies

· Assist in the development and maintenance of security policies and procedures

· Assess and remediate new and existing threats, alerts, and incidents

· Monitor daily, weekly, and monthly reports and logs for unusual events

· Execute against defined projects and report on their progress

· Contribute to all team goals and projects, helping to ensure they are delivered on

time and on budget

· Partner with peers, key stakeholders, and our customers to ensure continued

success

· Drive continual improvement in security & systems operations through tool

building and automation



· Participate in the development of technology and services roadmaps

· Participate in development initiatives to improve operational performance

· Meet with internal and external stakeholders to develop relationships and foster

co-innovation opportunities

· Work in an environment where engineering successful outcomes is the order of the

day. Every day.

Qualifications:

· Current enrollment in Bachelor/Master of Science in Computer Science,

Engineering, Applied Sciences, or other STEM based major with minimum of 3.5 GPA

· Advanced or Superior level of fluency in both written and spoken English

· Some experience with automation, configuration management, and various utilities

is preferable but not required

· Preferred - familiarity with relational databases such as MySQL, Oracle, and SQL

Server

· Preferred - familiarity with agile engineering practices (Kanban, continuous delivery,

etc.)

· Strong analytical and critical thinking skills

· Deadline and detail-oriented

· Strong ownership bias

We are is committed to maintaining a diverse and inclusive environment as a

fundamental component of our business. Diversity and inclusion are the bedrock of

creativity and innovation. Without diversity of experience and thought we would fail

to progress as a company and as a team.

With that said, we do understand that as an internship you may not already

have any experience in the cybersecurity or IT fields. Please don’t let the above

requirements and qualifications discourage you from applying. A strong



willingness to learn, solid work ethic, and being a reliable team player far

outweighs previous experience for this role.

Відгукнутися на вакансію за телефоном: +38 095 851 68 74

Тетяна

Або надіслати резюме: tatyana.borovik@itp.biz

Більше про компанію ІТР - https://itp.biz/services/

Підписуйтесь на Телеграм-канал Студії кар’єри ВПЗВ https://t.me/vpzv309

та стежте за новинами та актуальними пропозиціями від роботодавців!
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